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Overview
User Role Permissions allow GameDay administrators to customise the level of access and
permissions available to any new users being added to their database, based on their general role
within the organisation. This provides additional flexibility in the security and privacy of your data,
and gives you a structure with which to assign roles to your administrators.

User Role Permissions
Super-User: The Super User role enables full permission to manage all of your organisations
available modules with create, edit and view access including financial settings and enabling
other users.

Note: Any super-user assumes the role of 'Primary Contact' so each super-user will
get all automated notifications that get sent to an organisation under the existing
'Primary Contact' setting

Administrator: The Administrator role enables full permission to manage all of your
organisations available modules with create, edit and view access excluding financial
settings, billing details and the ability to grant access to other users

Edit-Only: The Edit-Only role enables limited permission to manage your organisations
available modules with edit, view and export access only

Read-Only: The Read Only role enables limited permission to your organisations available
modules with view & export access only
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